Request for change template
Basic Information

	Title
	A one line summary of what the change is. Where possible a unique title. Eg: Update GOCDB to version 2.3. The title should also be used as the subject field on the change ticket (email subject)

	Requested by
	Who initiated a request for this change. For example, the user community needing new functionality or developers with stability improvements.

	Summary
	A brief summary of what the reason/purpose of the change is.  It explains what is being changed and why we need to make the change. It should explain what the benefits of making the change are and/or conversely the consequence of not making the change. This is NOT a detailed description of how the change will be implemented. 

	Urgency
	A guide as to when the change needs to be implemented. It enables the CAB to prioritise urgent changes. Give guidance as to how soon this change needs to be scheduled.  

	Impact of successfully implementing the change
	How long will the change take to carry out from start to finish. Will the change require a downtime, can it be done transparently. Do you recommend an at-risk? Will end users need to change their software or working habits? Will external APIs change? Will we need to make changes to internal working practices?

	Consultation
	What consultation has already taken place with the user community, what conclusions were reached.


2.     Likelihood of Problems Occurring

	Details of testing carried out
	Provide sufficient details here that the CAB can assess if the testing has been adequate.  

	Further tests required prior to implementation
	Ideally all testing should be completed prior to change team approval. However in cases of extreme urgency, lengthy lead time to announce downtime or when limited deployment is required ahead of necessary end user testing then it may be appropriate to list further tests here 

	Deployed/tested at other infrastructures?
	A change that has already been implemented elsewhere gives increased assurance that problems will not occur. State the level of external deployment/testing has already taken place elsewhere.

	Can be phased in stages
	Can the change be implemented in stages, if so how? 

	Implementation plan
	The implementation plan should provide sufficient detail at an appropriate level that the CAB can understand the key actions/activities associated with the change. Give particular thought to actions needing to be carried out by other teams or in unrelated parts of the infrastructure.   A detailed, command level technical implementation instruction set is not required but a linked document suitable for use by the implementer or replacement (in case of illness) provides additional assurance.

	Post implementation testing
	Once the change has been implemented, what further monitoring or tests are planned to validate that it is working? This helps to ensure that we find faults before end users report problems to us.

	Reversion plan in case of problems
	The reversion plan should provide sufficient detail at an appropriate level that the CAB can understand the key actions/activities associated with backing the change out should this become necessary. If reversion is not possible – then say so. A detailed, command level technical implementation instruction set is not required but a linked document suitable for use by the implementer or replacement (in case of illness) provides additional assurance.


3.     Residual risks

	Residual risk 1
	Given the above testing work and implementation plan, what are the most serious  things that are likely to go wrong, leading to:
· The change overrunning
· The change having to be aborted/reverted
· The change being completed but service failing to restart
· Service being degraded after restart.

	Residual risk 2
	Provide as many residual risks as you find helpful. Part of the assessment of the change by the CAB will be to consider if the requestor has properly thought through what the risks associated with the change really are.


 
4.     Impact of problems if they occur

Taking into account the risks described above:
	Affected components
	What systems and services are likely to be affected if this change (and its reversion plan if one is available) goes wrong? To what degree are they likely to be affected?

	User communities likely to be affected
	Which user communities are likely to be affected?

	Impact on existing data
	Does the change intentionally affect existing data or are there likely failure modes associated with the change which may affect existing data – if so what data. For example expanding a file-system should not damage existing data but may if it goes wrong. Changing the internal representation of the data does intentionally impact existing data. Either or both should be listed  

	Impact on subsequent data
	As above – for example changing to a new release of FTS is unlikely to affect existing data but may cause corruption in all subsequent data written.


